**MASKING IN ELASTICSEARCH**

* Field masking lets you anonymize the data.
* When creating a role, add a list of fields to mask.
* Field masking affects whether you can see the contents of a field when you search.
* Field masking hides sensitive information from users, who shouldn’t have access to that information.
* When you use field masking, Amazon ElasticSearch creates a hash of the actual field values before returning the search results.
* You can apply field masking on a per-role basis, supporting different levels of visibility depending on the identity of the user making the query.
* You can use either the Kibana console or direct-to-API calls to set up field masking.